This specification is a Payment Method specification for use with the PaymentRequest API [PAYMENT-REQUEST-API]. With it, merchants and payers can exchange information required for credit transfers across a variety of payment systems. 

The working group maintains a list of all bug reports that the group has not yet addressed. 

Introduction

This specification is a Payment Transaction Message Specification used by the PaymentRequest API [[!PAYMENTREQUESTAPI]] to support SEPA complaint Credit Transfers.

Dependencies

This specification relies on several other underlying specifications. 

Payment Request API

The term PaymentRequest constructor is defined by the PaymentRequest API specification [[!PAYMENTREQUESTAPI]].

Payment Method Identifiers

The term Payment Method Identifier is defined by the Payment Method Identifiers specification [[!METHODIDENTIFIERS]].

Web IDL

The IDL in this specification is defined by Web IDL [[!WEBIDL]].

ISO 3611

Country codes defined in [[!ISO3166-2]] are used by merchants as a filter for indicating the countries from which they accept credit transfers.

Payment Method Identifier

The payment method identifier string for the Basic Credit Transfer Payment method is credit-transfer.

Payment Method Specific Data for the PaymentRequest constructor

This section describes payment method specific data that is supplied as part of the data argument to the PaymentRequest constructor.

CreditTransferRequest

The current fields are based to be compliant the Customer to Bank Credit Transfer Initiation (DS-01) specification from SEPA Credit Transfer Rulebook Version 8.1. However the field names are amended to follow with roles defined in the W3C WebPayment specification. Mappings are provided in the field descriptions and are prefixed AT-xx. 
All those field should NEVER be changed by the payee or the payment APP

The Editors are also considering moving in the direction of terms used in the Common Global Implementation (CGI).


  dictionary CreditTransferRequest {


  sequence<DOMString> requiredResponseFields;


  sequence<DOMString> supportedCountries;

          required DOMString payeeIBAN;


  DOMString payeeName;


  DOMString payeeIdentificationCode;


  required DOMString payeePaymentIdentification;


  DOMString sellerName;


  DOMString sellerIdentificationCode;


  required DOMString purposeCode;


  DOMString categoryPurposeCode;


  DOMString preferredProcessingDate;


  DOMString notificationURL;


  };

The CreditTransferRequest dictionary contains the following fields:

requiredResponseFields
Contains the list of fields that the Payment App must attempt to return, if this requirements cannot be met, e.g. the payment instrument must fail as this is a push payment. 

The above field is also required in the BasicCardRequest, does this need modelling in the a superclass or base api? 

The above field is required, but this can result in failed payments after 'Authorise' clicked. Should we have a better modelling (e.g. using subclasses) to allow for a more fine grained matching of apps to requests? Does the PMI specification need to support this? 

supportedCountries
The supportedNetworks field contains a sequence of [[!ISO3166-2]] identifiers of countries from which the merchant accepts credit transfers. This value is optional. If a value is not provided then the merchant accepts credit transfers from any country. 

payeeIBAN
This field indicates the account number of the payee (the merchant) that will be used for the credit transfer.

SEPA Credit Transfer mapping:
AT-20: The IBAN of the account of the Beneficiary

The International Bank Account Number used to uniquely identify the account of a customer at a financial institution.
In countries not using the IBAN, this field could be filed with the Domestic Bank Account Number.
payeeBIC

The Bank code of the payee that should be used along the “payeeIBAN” in order to send the Credit Transfer

SEPA Credit Transfer mapping :

AT-23 the BIC code of the beneficiary. 
Even if the BIC could be derived from the IBAN in most of SEPA country, it may be not the case in others, so this field is important. The merchant should know the BIC of his account.
This field could be also used with another format of “bank identification code” for countries not using BIC
payeeName
The name of the payee that is known by the payee’s bank which holds the account describe by “payeeIBAN”.

In the CreditTransferRequest, the payeeName is provided by the beneficiary himself.
SEPA Credit Transfer Mapping:
AT-21 The name of the Beneficiary




It is important that the payeeName should not be changed by the payer or the PaymentApp in order to be sure that automatic controls at the payee’s bank will work.
payeeIdentificationCode
an identification code provided by the payee to identify himself.

SEPA Credit transfer mapping:
AT-24: The Beneficiary identification code




payeePaymentIdentificationUserReadable

A remittance information set by the payee to explain, in a human readable way, to the payer the good or service buyed.
SEPA credit Transfer mapping
AT-05: The Remittance Information sent by the Originator to the Beneficiary in the Credit Transfer Instruction only if the payeePaymentIdentificationMachineReadable is not provided.
A maximum of 140 characters for unstructured Remittance Information .
payeePaymentIdentificationMachineReadable
A remittance information set by the payee to be received in the Credit Transfer in order to match automatically when receiving the credit Transfer.

SEPA credit Transfer mapping

AT-05: The Remittance Information sent by the Originator to the Beneficiary in the Credit Transfer Instruction

A maximum of 140 characters with a Structured Remittance Information

sellerName
The name of a person or company in relation to whom a Beneficiary receives a payment
SEPA Credit Transfer mapping

AT-28: The name of the Beneficiary Reference Party

The name of a person in relation to whom a Beneficiary receives a payment

The Beneficiary Reference Party is a person on behalf of or in connection with whom the Beneficiary receives a payment.

Reference in any payment instruction to a Beneficiary Reference Party does not imply that such party is a Beneficiary or otherwise a payee, or is contractually obliged or entitled in connection with any payment obligation

sellerIdentificationCode
A code related to “sellername” that is name of a person or company in relation to whom a Beneficiary receives a payment.
SEPA Credit Transfer mapping:
AT-29: The identification code of the Beneficiary Reference Party



purposeCode
The purpose of the credit transfer set by the payee. All codes part of the ISO standard are accepted ISO20022 External Code Sets Purpose.

The purpose of the credit transfer is the underlying reason for the credit transfer transaction, i.e. information on the nature of such transaction.

SEPA credit transfer mapping:
AT-44: The purpose of the credit transfer



categoryPurposeCode
The category purpose of the credit transfer is information on the high level nature of the credit transfer transaction. It could allow the beneficiary Bank (the payee’s bank) to apply specific processing. All codes part of the ISO standard are accepted from ISO20022 External Code Sets, 
SEPA credit transfer mapping:
AT-45: The category purpose of the credit transfer

. Bydefaults to EPAY (ePayment) in the SEPA Credit Transfer if the categorypurposecode not present in the BacisCreditTransferRequest.

preferredProcessingDate
The merchants preferred processing date, see field SelectedProcessingDate in CreditTransferResponse
The formatting of the date needs specifying 

notificationURL
The endpoint (a.k.a. webhook) that will be called by the payment app to update the merchant. This can be used to protect against various failure scenarios.

The CreditTransferResponse will be posted to the notificationURL serialised as application/JSON

We need to investigate a means for message authentication on the above call-back. If this field is commonyl used, e.g. AliPay also, there is a case for specifying this in a superclass or other spec 

Are there any further maximum field lengths that need specifying? 

Payment Method Response

The CreditTransferResponse dictionary contains the response from the PaymentRequest API when a user accepts payment with a Basic Credit Transfer payment method.

CreditTransferResponse

The CreditTransferResponse message means that a message has been submitted to the Payee's Bank, not that funds transfer has occured. The merchant should wait for notification from its Bank that the payment has cleared.


  dictionary CreditTransferResponse {


  required
DOMString selectedProcessingDate;


  required
DOMString payerPaymentIdentification;


  DOMString     payerIdentificationCode;


  DOMString     buyerIdentificationCode;


  };

The CreditTransferResponse dictionary contains the following fields:

selectedProcessingDate
This date may be different from that requested by the Payee, either because of a business rule (e.g., non business day, or a preference from the payee to defer payment

AT-07: The Requested Execution Date of the instruction

This date corresponds with a date requested by an Originator for commencing the execution of the Credit Transfer Instruction as described in section 4.2.1.

The formatting of the date needs specifying 

payerPaymentIdentification
The reference supplied by the Payer
SEPA Credit Transfer mapping:

AT-41: The Originator’s reference of the Credit Transfer Transaction(End to End Identification in ISO20022 definition
)
This reference identifies for a given Originator each Credit Transfer Transaction presented to the Originator Bank, in a unique way. This number will be transmitted in the entire process of the handling of the credit transfer transactions from acceptance until the finality of the transaction. It must be returned in any exception handling process-step by any party involved. The Originator cannot request for any other referencing information to be returned to him, in order to identify a credit transfer. The Originator must define the internal structure of this reference; it can only be expected to be meaningful to the Originator

payerIdentificationCode
A code supplied by the Originator. 

SEPA credit transfer mapping:
AT-10: The Originator identification code

A code supplied by the Originator and to be delivered unaltered to the Beneficiary
This code will be the same in the PushSCTresponse and in the SEPA Credit Transfer
buyerIdentificationCode
The buyer reference. The buyer may be a 3rd party to the payer. If the payer is paying on behalf of another party.

SEPA credit transfer mapping:
AT-09: The identification code of the Originator Reference Party

A code supplied by the Originator and to be delivered unaltered to the Beneficiary

The above two fields return information about the payer and buyer, are there any privacy implications for these? 
payeePaymentIdentificationMachineReadable

The same field copy from the PaymentRequest.

SEPA credit transfer mapping:
AT-05: The Remittance Information sent by the Originator to the Beneficiary in the Credit Transfer Instruction

A maximum of 140 characters for Structured Remittance Information

Appendix: Design Considerations

The following are design considerations for this specification.

· The specification should work for multiple credit transfer systems. In the WPWG we identified systems such as ACH, SEPA, BACS, and CHAPS, but that list is neither exhaustive nor definitive.

· When faced with a design choice, prefer the option that favors low-value payments over high-value payments.

Appendix: Credit Transfer Flow Illustration

This diagram illustrates the credit transfer flow, using a SEPA credit transfer as an example.

@startuml 

!includeurl https://raw.githubusercontent.com/w3c/webpayments-flows/gh-pages/PaymentFlows/skin.ipml 

participant "Payee's Bank" as MPSP 

Participant "Payee" as Payee 

Actor "Payer" as Payer 

participant "Payment App" as PSPUI 

participant "Payer's Bank" as CPSP 

note over Payee, PSPUI: HTTPS 

title Payer Initiated SEPA Credit Transfer 

== Negotiation of Payment Terms & Selection of Payment Instrument == 

Payee<->Payer: Offer Negotiation 

== Payment Initiation == 

Payee->PSPUI: PaymentRequest with PushSCTRequest 


PSPUI->CPSP: Submit Payment Initiation Request 

note over PSPUI: PAIN.001 request or equivalent (e.g. PSD2 / OpenBanking API if Payment App from 3rd Party) providing AT-01 (IBAN of payer), AT-41, both AT-05structured and AT-05unstructured

PSPUI->CPSP: Authenticate
 

CPSP->PSPUI: Return Processing Date 

PSPUI->Payee: PushSCTResponse 

== Payment Processing == 

CPSP->MPSP: Transfer Funds 
note over PSPUI: if AT-05structured present in the PsuhSCTrequest it should be mandatory put in the Sepa Credit Transfer (even if AT-05unstructured present)
== Notification == 

MPSP->Payee: Payment Completetion Status 

== Delivery of Product == 

Payee->Payer: Meet any service obligation established in Step 1 

== Bank legacy Notification
 == 

CPSP->Payer: Statement or Credit transfer advice

 note over PSPUI: both AT-05structured and AT-05unstructured could be provided in CAMT-053 and CAMT-054 formats.
@enduml
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�Issue : how to be sure that those fields will not be tampered and changed in order to change the beneficiary of the Credit Transfer ?


This is an important issue for the payer’s bank which remains responsible in case of fraud.


�I suggest to erase the full definition of the AT-xx because those definition are given in the context of a credit transfer directly initiated by an originator (the payer) and not as an automatic result of the beneficiary (the payee)


�See above


�This is an important issue.


The ISO standard enables both unstructured remittance information and structured remittance information


The SEPA standard enables only one of those two remittances information. Furthermore when the structured remittance information is used it provides the creditor’s reference that should mandatory put in the credit transfer.





So providing both fields will enable:


 For the merchant to put a structured creditor reference inside the credit transfer


 Provide also a “user readable  remittance information” the be displayed by the bank into statements (CAMT 053, CAMT054) or in the payment App.


�Be careful with the “End to End Identification”: in Credit Transfer, this concept means from “Payer to payee” in ISO 20022. 





In the webpayment context, the need is from “Payee to payer to payee”. In order to get this “start to start identification” we will use the AT-05 structured.


�I suggest we put also this field into the response. The field is a copy of the field in order to provide the “start to start identification”


�If the Payment initiation request does not provide 2 fields for AT-05, the AT-05structured should be prioritize. 


�I suggest we put authentication after providing the initiation because the authentication will depend on data provided in the initiation process (IBAN of the payer, amount if risk based authentication for example)


�As this flow is for SEPA, this is just to remenber that the CAMT-053 and CAMT-054 enables to provide both AT-05structured and AT-05unstructured (in the Sepa Credit Transfer only one is possible).





