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• Nowadays many users share their personal data in online social 
media networks (OSNs):

Introduction
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• Main objective: Building a Corpus of Physical Health Data 
Disclosure on Twitter During COVID-19   2

detecting personal data or PIIs in textual documents is one of the important challenges that have not been fully overcome yet!



PHDD: A Corpus of Physical Health Data Disclosure on Twitter  
During the Covid-19 Pandemic 

3[1]Tracking Social Media Discourse About the COVID-19 Pandemic: Development of a Public Coronavirus Twitter Data Set



Ontology of Privacy Tags for Health Information

OthersHealthHistory
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Final corpus statistics
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A Sample Record in the Corpus

• Tagging criteria and final corpus are publicly available on https://protect.oeg.fi.upm.es/def/phdd/. 6

https://protect.oeg.fi.upm.es/def/phdd/


• Implementation of a supervised ML technique to detect health-sensitive 
information in textual inputs. 
• Notify users if their shared content contains any health-sensitive 

information. 
• Implementation of a fine-grained access control mechanism which lets 

people to define fine-grained privacy preferences:  
  

“I do not want the medical information about my family members, revealed by me 
on Twitter, being shared to any other data processors/ joint controllers” 

“I want Twitter to delete permanently all of my health-related information from 
their databases.”

Future works
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QUESTIONS

Thanks to Delaram Golpaygani, Beatriz Esteves, and Karen Vázquez 
Flores for their collaboration in annotating the corpus.
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