5.   Versioning and extensibility considerations
Assertion Authors need to consider not just the current expression of the requirements but how they anticipate and enable  new assertions  and new policy subjects being added. There are several aspects to versioning and extensibility that may impact policy assetion authors:

· Assertion Extensibility 

· Policy Expression Extensibility

· Policy Language/Attachments Extensibility 
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See the Policy Note [give reference to new doc]

· Supporting New Policy Subjects




5.1  Assertion Extensibility

 A policy assertion represents a requirement, capability or property of a behavior. Policy assertions have a type, which implies a schema for the assertion and assertion-specific semantics.  These assertions are then represented as a policy expression which is the XML Infoset representation either in compact or normal form. 

The schema for a policy assertion may change over time. Authors of any schema should be aware of best practices- seehttp://www.w3.org/XML/2005/xsd-versioning-use-cases/ 

5.1.1  Assertion Versioning and Compatibility
Over time, there may be multiple equivalent behaviors emerging in the Web Service interaction space. Examples of such multiple equivalent behaviors are WSS: SOAP Message Security 1.0 vs. 1.1 and WS-Addressing August 2004 version vs. WS-Addressing W3C Recommendation [WS-Addressing Core]. These equivalent behaviors can be mutually exclusive for an interaction. When equivalent behaviors exist they can be modeled as independent assertions. The policy expression in the example below requires the use of WSS: SOAP Message Security 1.0. 

Example 5-1. Message-level Security and WSS: SOAP Message Security 1.0
<Policy>

  <sp:Wss10>…</sp:Wss10>

</Policy>

The policy expression in the example below requires the use of WSS: SOAP Message Security 1.1. These are multiple equivalent behaviors and are represented using distinct policy assertions.

Example 5-2. Message-level Security and WSS: SOAP Message Security 1.1
<Policy>

  <sp:Wss11>…</sp:Wss11>

</Policy>

Best practice: use independent assertions for modeling multiple equivalent behaviors
5.2 Policy expression Versioning

The Primer document contains examples of  the versioning of policy expressions. Assertion authors should consider the patterns in the primer and take into consideration the examples and best practices to ensure that assertions they define can be utilized in policy expressions. 

5.2.1 Utilizing References

The Web Services Policy Primer illustrates how providers can utilize the identification mechanism defined in the Policy specification to expose a complex policy expression as a reusable building block for other policy expressions by reference. Reuse may also be useful for domain assertion authors, especially those defining complex assertions utilizing references to policy expressions by nesting. Statically available parameterized content may also be reused by different assertions. However, such referencing mechanism is outside the scope of WS-Policy naming and referencing framework and other mechanisms could be used. As an example, in Web Services Policy Primer Section 4.2, the sp:issuedToken assertion utilizes the sp:RequestSecurityTokenTemplate parameter that contains necessary information to request a security token. The contents of the parameter are static and allows reuse in different security scenerios.

 5.2.2 Preserving Context-Free Policies

Policy attachment should not affect the interpretation of Policy alternatives. If it did, each policy assertion would need to be written with different (and possibly unknown) attachment mechanisms in mind.

Best Practice: Policy assertion authors should define assertions that are attachment agnostic.  Policy subjects should be identified by policy authors.

5.3 Policy Framework and Attachments Extensibility

Best Practice: Policy assertion authors should utilize the framework and attachments provided whenever possible. 

Best Practice: If they need to extend the framework or attachments provided, Policy assertions authors should read the Note on extensibility and utilize only the extensibility points provided by the framework and attachments. 

5.4 Supporting New Policy Subjects

Section 2 identifies that it is a best practice for policy authors to define the set of policy subjects to which policy assertions can be attached. Over time, new policy subjects may need to be defined. When this occurs, a policy assertion author may update the list of policy subjects supported by an assertion. 

When the assertion's semantics do not change to invalidate any of the original policy subjects but new policy subjects need to be added, it may be possible to use the same assertion to designate the additional policy subjects without a namespace change. For example, a policy assertion for a protocol that is originally designed for endpoint policy subject may add message policy subject to indicate finer granularity in the attachment provided that endpoint policy subject is also retained in its design. When new policy subjects are added it is incumbent on the authors to retain the semantic of the policy assertion. 

Best Practice: An assertion description should specify a policy subject.


