Privacy Risk Assessment Methodology
Worksheet 1:
Framing System Business Objectives and Organizational Privacy Governance 
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The Review Worksheet 1 has two tasks to complete:

1. Frame business objectives. Frame the business objectives for the system(s), including the organizational needs served. Understanding the purpose and intended benefits of the system(s) supports the selection of controls that can both mitigate assessed privacy risks while maintaining the beneficial performance of the system(s). Identifying how you might highlight or market any privacy protections will help to ensure that your assessment and control selection provide a basis of evidence for these claims and demonstrate your system(s) trustworthiness. 

2. Frame organizational privacy governance. Understand the governance structure for your organization by identifying privacy-related legal obligations and commitments to principles or other organizational policies. This will help you to identify the privacy requirements for your system and better calculate the impact of system processing of personal information on your organizational responsibilities and values for individuals’ privacy.


Task 1: Frame Business Objectives

	1. Describe the functionality of your system(s).

	     




	2. Describe the business needs that your system(s) serve.

	     



	3.  Describe any privacy-preserving functionality goals for your system(s) that you may plan to market to users or customers.  

	     



Task 2: Frame Organizational Privacy Governance

	1. Legal Environment: Identify any privacy-related statutory, regulatory, contractual and/or other frameworks within which the organization must operate. List any specific privacy requirements.
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	2. Identify any privacy-related principles or other commitments to which the organization adheres (e.g., FIPPs, Privacy by Design).

	     



	3.  Identify any privacy goals that are explicit or implicit in the organization’s vision and/or mission. 

	     



	4. Identify any privacy-related policies or statements within the organization, or business unit.

	     



